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NEW QUESTION 1

- (Topic 1)

You need to protect documents that contain credit card numbers from being opened by users outside your company. The solution must ensure that users at your
company can open the documents.

What should you use?

A. a sensitivity label policy

B. a sensitivity label

C. aretention policy

D. a data loss prevention (DLP) policy

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/dlp-learn-about- dip?view=0365-worldwide

NEW QUESTION 2

- (Topic 1)

You are implementing a data classification solution.

The research department at your company requires that documents containing programming code be labeled as Confidential. The department provides samples of
the code from its document library.

The solution must minimize administrative effort. What should you do?

A. Create a custom classifier.

B. Create a sensitive info type that uses Exact Data Match (EDM).
C. Use the source code classifier.

D. Create a sensitive info type that uses a regular expression.

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-learn- about?view=0365-worldwide

NEW QUESTION 3

- (Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are configuring a file policy in Microsoft Cloud App Security.

You need to configure the policy to apply to all files. Alerts must be sent to every file owner who is affected by the policy. The policy must scan for credit card
numbers, and alerts must be sent to the Microsoft Teams site of the affected department.

Solution: You use the Build-in DLP inspection method and send alerts to Microsoft Power Automate.

Does this meet the goal?

A.Yes
B. No

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/cloud-app-security/dcs-inspection https://docs.microsoft.com/en-us/cloud-app-security/data-protection-policies

NEW QUESTION 4
HOTSPOT - (Topic 1)
You have a Microsoft 365 E5 subscription that contains the groups shown in the following table.

Name Type Primary email address
Group1 Microsoft 365 | Group1@contoso.com
Dist1 Distribution Dist1@contoso.com

The subscription contains the users shown in the following table.

Name | Member of
User1 Group1
User? Dist1
User3 None

You create the mail flow rules shown in the following table.
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Name Apply this rule if Do the
Rulel | The recipient is a member of | Apply Office 365 Message
group1@contoso.com Encryption and rights protection
Rule2 | The sender is Apply Office 365 Message
dist1@contoso.com Encryption and rights protection
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Answer Area
Statements Yes

If User2 sends an email message 1o User3, the message is encrypted automatically,

If User2 sends an email message 1o Userl, the message is encrypted automatically.

If User3 sends an email message to Group, the message delivered to Userl is encrypted
automatically.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Statements Yes
If User2 sends an email message to User3, the message is encrypted automatically,

If User2 sends an email message 1o Userl, the message is encrypted automatically.

If User3 sends an email message to Group, the message delivered 1o User is encrypted
automatically.

NEW QUESTION 5

HOTSPOT - (Topic 1)

You have a Microsoft 365 E5 subscription.

You receive the data loss prevention (DIP) alert shown in the following exhibit.
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Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graph.

NOTE: Each correct selection is worth one point.
Answer Area

The email was [answer choloe] sent 10 & manager for approval v
dilreered immediately
gpusrantired and undelreered

serd 10 a manager for approwal

The sender's manager [anawer chodee]. | overrade Rule |

Approvied the ematl by wsng a workfiow
oveirode Rule
WS ulineoived i the overnde profess

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Angwer Area

The emasd was [sndwer cholee). . sent to a maruger for approval -
delrvered immediately

quarantined and undelneered

The sender’s manager [answer cholce]. | overrode Hule!
approved the emad by usng 2 workflow
I
wWakE unirobeed in The Overmde prodess

A |

NEW QUESTION 6

- (Topic 1)

You have a Microsoft 365 tenant that uses the following sensitivity labels:

» Confidential:

* Internal

* External

The labels are published by using a label policy named Policyl.

Users report that Microsoft Office for the web apps do not display the Sensitivity button. The Sensitivity button appears in Microsoft 365 Apps that are installed
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locally.
You need to ensure that the users can apply sensitivity labels to content when they use Office for the web apps.
What should you do?

A. Modify the scope of the confidential label.

B. Modify the publishing settings of Policy1l.

C. Enable sensitivity label support for Office files in Microsoft SharePoint Online and OneDrive.
D. Run the Execute-AzureAdiabelSync cmdlet.

Answer: A

NEW QUESTION 7

HOTSPOT - (Topic 1)

You need to recommend an information governance solution that meets the HR requirements for handling employment applications and resumes.

What is the minimum number of information governance solution components that you should create? To answer, select the appropriate options in the answer
area.

NOTE: Each correct selection is worth one point.

Minimum number of retention labels: v

WN =

Minimum number of auto-labeling policies: v

W =

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Minimum number of retention labels: v
_1 1
2
3
4
Minimum number of auto-labeling policies: v

™~ m;hJ*—n

NEW QUESTION 8
HOTSPOT - (Topic 1)
You have a Microsoft SharePoint Online site named Sitel that contains the files shown in the following table.

Name Number of IP addresses in the file
File1.txt 2
File2.docx | 6
File3.dat 4

You have a data loss prevention (DLP) policy named DLP1 that has the advanced DIP rules shown in the following table.
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Name | Content contains Policy tip
Rule1 | 1 or more IP addresses | Tip1
Rule2 | 2 or more IP addresses | Tip2
Rule3 | 6 or more IP addresses | Tip3

M—l{:}é

You apply DLP1 to Sitel.
For each of the following statements, select Yes if the statement is true. Otherwise, select No,
NOTE: Each correct selection is worth one point.

Answer Areca
Statements Yes
Filel.txt has the Tip1 policy tip.
File2.docx has the Tip3 policy tip.
File3.dat has the Tip2 policy tip.
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Answer Area

Statements Yes
File1.txt has the Tip1 policy tip. ;

File2.docx has the Tip3 policy tip.

File3.dat has the Tip2 policy tip. | I

NEW QUESTION 9

HOTSPOT - (Topic 1)

You have a Microsoft 365 subscription.

In Microsoft Exchange Online, you configure the mail flow rule shown in the following exhibit.

Protect with OMEv2

[ Edit rule conditions ©) Eda rule settings

Status: Enabled

Enable or disable rule

@) inabled

Rule settings

Rule name Mode

Protect with OMEv2 Enforce

Severity Set date range

Not Specfied Speafic date range is noOt set
Senders address Priority

Matching Header 0
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Rule description

Apply this rule if

Is sent to Outside the orgonuotion
ond Includes these words in the message subject: [Encrypt]

Do the following

nghts protect message with RMS template: Encrypt

Rule comments

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.
Angwer Arca

Lz

podrtal B0 read o
SR

Recipients, who use Gmail, [answer choloe].  must

st Segn in 1o T CHfw e
| will be unable to read messages
will have messages decrypled automatically

1Ry 1‘-.-11"-.'_,1|‘|r' Frwrwrstion (OBMEY portal o read ma

Recipeents from an external Microsoft 365 subscniption [answer dlgiqu_. |l be wnable to read messages
| must sign in to the Office 365 Message Encryption (OME) portal to read message

will be unable to read messages

[ wall have messages decrypted automatically

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Arswer Area

L

Recipients, who use Gmail, [answer choloe].  mist sign in to the Office 365 M OME) portal 1o read i
must sign in to the Office 365 Message Encryption (DME) portal 1o read messsage
| will be unable 1o read messages
will have messages decrypled automatically

Recipients from an external Microsoft 365 subscniption [answer cholce]. | will be unable to read messages
L must sign in to the Office 365 Message Encryption (OME) portal to read message

will be unable o read messages

| wiilll have messages decrypted automancally

NEW QUESTION 10

HOTSPOT - (Topic 1)

You have a Microsoft 365 ES subscription.

You plan to create a custom trainable classifier by uploading 1,000 machine-generated files as seed content.
The files have sequential names and are uploaded in one-minute intervals as shown in the following table.

Number | Name | Upload time
1 File001.docx | 3:01 AM

2 FileQ02.docx | 3:02 AM

3 File003.docx | 3:03 AM

994 rows not shown

998 File998.docx | 7:38 PM

999 File999.docx | 7:39 PM

1000 File000.docx | 7:40 PM

Which files were processed first and last when you created the custom trainable classifier? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
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Answer Area

First: [ File001 docx v |
Fibe001.docx
File301.0
File501.do
File801.docx
Fila951.doex

Last: | FileD00.doo =
File050, docx
Fike 200.docx
Fibe 300.docx
FileS00.docx
File000.docx

A. Mastered

B. Not Mastered
Answer: A

Explanation:

Answer Area

NEW QUESTION 10

- (Topic 1)

You have a Microsoft 365 tenant that uses 100 data loss prevention (DLP) policies.

A Microsoft Exchange administrator frequently investigates emails that were blocked due to DLP policy violations.

You need to recommend which DLP report the Exchange administrator can use to identify how many messages were blocked based on each DLP policy.
Which report should you recommend?

A. False positive and override

B. Third-party DLP policy matches
C. DLP policy matches

D. DLP incidents

Answer: C

NEW QUESTION 13

- (Topic 1)

You receive an email that contains a list of words that will be used few a sensitive information type.

You need to create a file that can be used as the source of a keyword dictionary. In which format should you save the list?

A. an XLSX file that contains one word in each cell of the first row
B. a ISV file that contains words separated by tabs

C. a JSON file that that an element tor each word

D. a text file that has one word on each line

Answer: D

Explanation:

Keyword dictionaries can be created either from a text file or from csv file. Note:

There are several versions of this question in the exam. The question has two possible correct answers:
? a CSV file that contains words separated by commas

? a text file that has one word on each line

Other incorrect answer options you may see on the exam include the following:

? a TSV file that contains words separated by tabs

? a DOCX file that has one word on each line

? an XML file that contains a keyword tag for each word
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Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-a-keyword-dictionary ?view=0365-worldwide

NEW QUESTION 16
HOTSPOT - (Topic 1)
You have a Microsoft 365 E5 tenant that contains the users shown in the following table.

Name Role
Userl | Global Administrator

User2 | Compliance admin

You have a retention policy that has the following configurations:

? Name: Policyl

? Retain items for a specific period: 5 years

? Locations to apply the policy: Exchange email, SharePoint sites

You place a Preservation Lock on Policyl.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No

Userl can remove Exchange email from the locations O

User2 can increase the retention period to seven years O

Ol O] O

Userl can decrease the retention period to three years O

A. Mastered
B. Not Mastered

Answer: A

Explanation:

When a retention policy is locked:

? No one, including the global admin, can disable the policy or delete it
? Locations can be added but not removed

? You can extend the retention period but not decrease it

NEW QUESTION 20
HOTSPOT - (Topic 1)

At the end of a project you upload project documents to a Microsoft SharePoint Online library that contains many fifes. Files that have the following naming format

must be labeled

as Project |

« aei_AA989.docx

* bd_WSOgadocx

e cei_DLF112-docx

* ebc_QQ4S4.docx

« ecc_BB565.docx

You plan to create an auto-apply retention label policy.

What should you use to identify the files, and which regular expression should you use? To answer, select the appropriate options in the answer area.

Annwer Area

T bttty the files, wae [A sovmatnee mio type
A daeteert e Labped
A Ml clo tee

Requiar expression: | g s 2 i iiE ) doo
(= R DA [ =2 RN T e

Lin gra [Pl p Y| [EFH D= M7

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1 = a retention labelBox 2 = [a-z]{3}[_][A-Z][\d]{3}.docx
NEW QUESTION 25

- (Topic 1)

You have a Microsoft 365 E3 subscription.
You plan to audit all Microsoft Exchange Online user and admin activities.
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You need to ensure that all the Exchange audit log records are retained for one year. What should you do?

A. Modify the record type of the default audit retention policy.
B. Modify the retention period of the default audit retention policy.
C. Create a custom audit retention pol

D. Assign Microsoft 365 Enterprise E5 licenses to all users.

Answer: D

NEW QUESTION 28
HOTSPOT - (Topic 1)

You have a Microsoft 365 E5 tenant that contains three groups named Groupl, Group2, and Group3.
You have the users shown in the following table.

Name

Member of

Userl

Groupl

User2

Groupl, Group3

User3

Group2, Group3

You have the sensitivity labels

-+ Create a label =

Name

General

Confidential
Low
Medium
High

Top Secret
Low

Medium

High

shown in the following exhibit.

Publish labels (0 Refresh

You have the label policies shown in the following table.

Order

0 - lowest

1
2z
3
4
5
6
7/
8

— highest

Name Labels to publish

Apply this default

Groh label to documents

Policyl Confidential
Confidential — Low
Confidential — Medium
Confidential — High

Groupl Confidential

Policy2 All labels

Group?2 Confidential — Medium

Policy3 Confidential
Confidential — Low
Confidential - Medium
Confidential — High
Top Secret

Group3 Top Secret

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection

is worth one point.
Statements

Yes No

The Confidential label will be applied to all the documents created by Userl.

User2 can apply the General label to all the documents created by User2.

User3 can change the label applied to a document created by Userl.
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A. Mastered
B. Not Mastered

Answer: A

Explanation:
Statements Yes No

The Confidential label will be applied to all the documents created by Userl.

User2 can apply the General label to all the documents created by User2.

User3 can change the label applied to a document created by Userl.

NEW QUESTION 33

- (Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You recently discovered that the developers at your company emailed Azure Storage keys in plain text to third parties.

You need to ensure that when Azure Storage keys are emailed, the emails are encrypted. Solution: You create a data loss prevention (DLP) policy that has only
the Exchange email

location selected.

Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 38

- (Topic 1)

You have a Microsoft 365 E5 subscription.

You plan to use insider risk management to collect and investigate forensic evidence. You need to enable forensic evidence capturing.
What should you do first?

A. Enable Adaptive Protection.

B. Configure the information protection scanner.
C. Create priority user groups.

D. Claim capacity.

Answer: D

NEW QUESTION 40

HOTSPOT - (Topic 1)

You need to implement an information compliance policy to meet the following requirements:

? Documents that contain passport numbers from the United States, Germany, Australia, and Japan must be identified automatically.

? When a user attempts to send an email or an attachment that contains a passport

number, the user must receive a tooltip in Microsoft Outlook.

? Users must be blocked from using Microsoft SharePoint Online or OneDrive for Business to share a document that contains a passport number.

What is the minimum number of sensitivity labels and auto-labeling policies you should create? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Sensitivity labels: v

W N =

Auto-labeling policies: v

SN =

A. Mastered
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B. Not Mastered

Answer: A
Explanation:
Sensitivity labels: v
1
2
3
4
Auto-labeling policies: v

NEW QUESTION 44
- (Topic 1)
You need to recommend a solution that meets the executive requirements. What should you recommend?

A. From the Microsoft 365 compliance center, create a retention policy.
B. From the Exchange admin center, enable archive mailboxes.

C. From the Microsoft 365 compliance center, create a retention label.
D. From the Microsoft 365 compliance center, create a DLP policy.

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-apply-retention-labels?view=0365-worldwide

NEW QUESTION 49

- (Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You have a user named Userl. Several users have full access to the mailbox of Userl. Some email messages sent to Userl appear to have been read and
deleted before the user viewed them.

When you search the audit log in the Microsoft Purview compliance portal to identify who signed in to the mailbox of Userl, the results are blank.

You need to ensure that you can view future sign-ins to the mailbox of Userl. Solution: You run the Set-AuditConfig -Workload Exchange command.

Does that meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 52

- (Topic 1)

You have a Microsoft 365 tenant that uses the following sensitivity labels:

* Confidential

* Internal

* External

The labels are published by using a label policy named Policy1l.

Users report that Microsoft Office for the wen apps do not display the Sensitivity button. The Sensitivity button appears in Microsoft 365 Apps that are installed
locally.

You need to ensure that the users can apply sensitivity labels to content when they use Office for the web apps.
Solution: You modify the publishing settings of Policyl. Does the meet the goal?

A. Yes
B. No

Answer: B
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NEW QUESTION 55

- (Topic 1)

You have a Microsoft 365 tenant that uses trainable classifiers. You are creating a custom trainable classifier.

You collect 300 sample file types from various geographical locations to use as seed content. Some of the file samples are encrypted.
You organize the files into categories as shown in the following table.

S i

-
i sem ke

8 SR L e e P me————

Category6 .htm | English Not encrypted

Which file categories can be used as seed content?

A. Category4 and Category5 only
B. Category4 and Category6 only
C. Category3. and Category5 only
D. Categoryl and Category3 only

Answer: C

Explanation:

Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with ?view=0365-worldwide
https://docs.microsoft.com/en-us/sharepoint/technical-reference/default-crawled-file-name-extensions-andparsed-file-types

NEW QUESTION 60

- (Topic 1)

You have a new Microsoft 365 tenant.

You need to ensure that custom trainable classifiers can be created in the tenant. To which role should you be assigned to perform the configuration?

A. Security administrator

B. Security operator

C. Global administrator

D. Compliance administrator

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with ?view=0365-worldwide

NEW QUESTION 64

- (Topic 1)

You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint Online site named Sitel.
You need to implement Microsoft Purview data lifecycle management. What should you create first?

A. a sensitivity label policy

B. a retention label

C. a data loss prevention (DLP) policy
D. an auto-labeling policy

Answer: B

NEW QUESTION 66

- (Topic 1)

You have a Microsoft 365 E5 subscription that uses Microsoft Purview. The subscription contains two groups named Groupl and Group2.
You need to implement a policy to detect messages that present a conflict of interest between the users in Groupl and the users in Group2.
What should you use in the Microsoft Purview compliance portal?

A. Insider risk management

B. Privacy risk management
C. Information barriers

D. Communication compliance

Answer: C

NEW QUESTION 69

- (Topic 1)

You have a Microsoft 365 subscription.

You have a team named Team! in Microsoft Teams. You plan to place all the content in Team1 on hold.
You need to identify which mailbox and which Microsoft SharePoint site collection are

associated to Team1.

Which cmdlet should you use?
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A. Get-UnifiedGroup
B. Get-MalUser

C. Get-TeamChannel
D. Get-Team

Answer: D

NEW QUESTION 73
HOTSPOT - (Topic 1)

You enable archive mailboxes for all the users at your company. The Default MRM Policy is shown in the MRM exhibit.

Default MRM Policy
This policy contains the following retention tags

1 Month Delete

1 Week Delete

1 Year Delete

5 Year Delete

6 Month Delete

Default 2 year move to archive
Junk Email

Never Delete

Personal 1 year move to archive
Personal 5 year move to archive
Personal never move to archive
Recoverable items 14 days move to archive

A Microsoft 365 retention label policy is shown in the Label Policy exhibit.

Exchange Label Policy

Status
Enabled (Pending)

Policy name
Exchange Label Policy

Description
Label policy for Exchange

Applies to content in these locations
Exchange email

Settings

Publish labels for your users
+ 10 Year — Do not Delete

« 2 Year Delete

Preservation lock
No

You need to identify the following:
? How many years until an email is archived?
? What should you modify to change the retention period for archiving?

What should you identify? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.
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By default, email is: v

Deleted after two years

Deleted after one month

Retained in the mailbox for 10 years

Moved to the archive mailbox after two years

To change the retention
period for archiving, modify: v
The Default MRM Policy

The Exchange Label Policy
The properties of the archive mailbox

A. Mastered
B. Not Mastered

Answer: A

Explanation:

By default, email is: v

Deleted after two years
Deleted after one month
Retained in the mailbox for 10 years

e ey e o e g

R S R S W -

To change the retention
period for archiving, modify: v

-

The Exchange Label Policy
The properties of the archive mailbox

NEW QUESTION 75
HOTSPOT - (Topic 1)
You have a data loss prevention (DLP) policy that has the advanced DLP rules shown in the following table.

Name Priority Actions

Rule1 0 * Notify useTs with email and policy tips

» User overrides: Off

« Notify users with email and policy tips
Rule2 1 « Restrict access to the content

« User overrides: Off

 Notify users with email and policy tips
Rule3 2 « Restrict access to the content

« User overrides: On

* Notify users with email and policy tips
Rule4 3 » Restrict access to the content

 User overrides: Off

You need to identify which rules will apply when content matches multiple advanced DLP
rules.

Which rules should you identify? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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If content matches Rulel, Rule2, and Rule3:

If content matches Rule2, Rule3, and Rule4:

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Only Rulel takes effect
Only Rule2 takes effect
Only Rule3 takes effect
Rulel, Rule2, and Rule3 take effect

Only Rule2 takes effect

Only Rule3 takes effect

Only Ruled takes effect

Only Rule2 and Rule4 take effect
Rule2, Rule3, and Rule4 take effect

Graphical user interface, text Description automatically generated

NEW QUESTION 79
- (Topic 1)

You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint Online site named Sitel.
You create an information barrier segment named Segmentl. You need to add Segment 1 to Sitel.
What should you do first?

A. Run the Set-SPOSite cmdlet.

B. Run the Set-SPOTenant cmdlet.

C. Create an information barrier policy.
D. Modify the permissions of Sitel.

Answer: D

NEW QUESTION 82
HOTSPOT - (Topic 1)

You have a Microsoft 365 tenant named contoso.com that contains two users named Userl and User2. The tenant uses Microsoft Office 365 Message Encryption

EJ(?sl\e{Ir?blans to send emails that contain attachments as shown in the following table.
Subject To Attachment type Message size
Maill User2@contoso.com | .docx 40 MB
Mail2 User4@outlook.com | .doc 3 MB
Mail3 User3@gmail.com XISX 7 MB
User2 plans to send emails that contain attachments as shown in the following table.
Subject To Attachment type Message size
Mail4 Userl@contoso.com | .pptx 4 MB
Mail5 User4@outlook.com | .jpg 6 MB
Mail6 User3@gmail.com docx 3 MB

For which emails will the attachments be protected? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
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Userl:

User2:

A. Mastered

v

Maill only

Mail3 only

Maill and Mail2 only
Mail2 and Mail3 only
Maill, Mail2, and Mail3

Mail5 only

Mail6 only

Mail4 and Mail5 only
Mail4 and Mail6 only
Maill, Mail2, and Mail3

B. Not Mastered

Answer: A

Explanation:

Userl:

User2:

Maill only
Mail3 only
Maill and Mail2 only
Mail2 and Mail3 only

T —

Maill, Mail2, and Mail3

Mail5 only
Mailé only
Mail4 and Mail5 only

_— e Ew O ww O Ew Wy =

|
__________ J

Maill, Mail2, and Mail3

NEW QUESTION 85

- (Topic 1)

At the end of a project, you upload project documents to a Microsoft SharePoint Online library that contains
many files. The following is a sample of the project document file names:

? aei_AA989.docx

? bci_WS098.docx
? cei_DF112.docx

? ebc_QQ454.docx
? ecc_BB565.docx
All documents that use this naming format must be labeled as Project Documents: You need to create an auto-apply retention label policy.
What should you use to identify the files?

A. A sensitive info type
B. A retention label
C. A trainable classifier

Answer: C
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Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with ?view=0365-worldwide

NEW QUESTION 86

HOTSPOT - (Topic 1)

You have a Microsoft 365 E5 subscription that uses Microsoft Purview.

You need to deploy a compliance solution that will detect the accidental oversharing of information outside of an organization. The solution must minimize

administrative effort.
What should you use? To answer, select the

appropriate options in the answer area. NOTE: Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Policy template: | Data leaks b
Data leaks

Risky browser usage
Secunty policy violations

An alert policy
| An eDiscovery case

NEW QUESTION 90

- (Topic 1)
You have a Microsoft 365 E5 subscription that contains the adaptive scopes shown in the following table.
Name Type Query
Scopel | Users FirstName starts with User
Scoped | SharePoint Online sites SiteTitle starts with Site

You create the retention policies shown in the following table.

Name Type Location
RPolicy1 | Adaptive | Scopel
RPolicy2 | Adaptive | Scope?
RPolicy3 | Static Microsoft 365 groups

Which retention policies support a preservation lock?

A. RPolicy2only

B. RPolicy3only

C. RPolicyll and RPolicy2 only

D. RPolicyl and RPolicy3 only

E. RPolicyl, RPolicy2, and RPolicy3

Answer: D

NEW QUESTION 94

- (Topic 1)

You have a Microsoft 365 E5 tenant.

You need to add a new keyword dictionary. What should you create?
A. a trainable classifier

B. a sensitivity label E3

C. a sensitive info type

D. a retention policy

Answer: C

NEW QUESTION 97
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HOTSPOT - (Topic 1)
You have a Microsoft 365 E5 tenant.
You create sensitivity labels as shown in the Sensitivity Labels exhibit.

-+ Create a label = Publish labels O Refresh

Name Order Scope
Public 0 - lowest File, Email
General 1 File, Email
Confidential 2 File, Email
Internal 3 File, Email
External 4 — highest File, Email

The Confidential/External sensitivity label is configured to encrypt files and emails when applied to content.
The sensitivity labels are published as shown in the Published exhibit.

Sensitivity Policyl
Edit policy ] Delete policy

Name
Sensitivity Policyl

Description

Published labels
Public

General
External/External
Internal/Internal
Confidential

Published to
All

Policy settings
Users must provide justification to remove a label or lower its classification

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No

The Internal sensitivity label inherits all the settings from the
Confidential label.

Users must provide justification if they change the label of
content from Confidential/Internal to Confidential/External.

Content that has the Confidential/External label applied will
retain the encryption settings if the sensitivity label is O
removed from the label policy.

A. Mastered
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B. Not Mastered

Answer: A
Explanation:
Statements Yes No

The Internal sensitivity label inherits all the settings from the - -
Confidential label. ' -
Users must provide justification if they change the label of - - -

: 2 . : ' O
content from Confidential/Internal to Confidential/External. et

Content that has the Confidential/External label applied will
retain the encryption settings if the sensitivity label is
removed from the label policy.

=1
=3

NEW QUESTION 101

- (Topic 1)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Cloud Apps.

You need to ensure that you receive an alert when a user uploads a document to a third- party cloud storage service.
What should you use?

A. an insider risk policy
B. afile policy

C. a sensitivity label

D. an activity policy

Answer: D

NEW QUESTION 105

HOTSPOT - (Topic 1)

You create a retention label policy named Contoso_policy that contains the following labels.

? 10 years then delete

? 5 years then delete

? Do not retain

Contoso_Policy is applied to content In Microsoft Sharepoint Online sites.

After a couple of days, yon discover the following messages on the Properties page of the label policy.
* Statue Off (Error)

* |t's taking longer than expected to deploy the policy You need to reinitiate the policy.

How should you complete the command? To answer, select the appropriate options in the; answer area.
NOTE: Each correct selection is worth one point.

|w| -id Contoso_Policy v
Set-RetenticonCompliancePolicy -ForeeFullSyne
Set-RetenticnPolicy -FullCrawl
Start-EdgeSynchronization -RetryDistribution
Start-HetentionAutoTaglearning -Train
A. Mastered
B. Not Mastered
Answer: A
Explanation:
¥ -id Contoso_Policy v
| Set-RetentionCompliancePolicy -ForceFullSyne
“Set-RetentionPolicy -FullCrawl
Start-EdgeSynchronization | =RetryDistribution
Start-FRetentionAutoTaglearning -Train

NEW QUESTION 108

- (Topic 1)

In Microsoft Exchange Online, you have a retention policy named Policyl that applies a retention tag named Tagl.
You plan to remove Tagl from Policyl.

What will occur when you remove the tag from Policy1?

A. The content will remain tagged and the Managed Folder Assistant will process Tagl.
B. Tagl will be removed if Policyl applied the tag to the content.
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C. The content will remain tagged, but the Managed Folder Assistant will ignore Tagl.

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/exchange/security-and-compliance/messaging-records- management/
retention-tags-and-policies#removing-or-deleting-a-retention-tag-from-a-retention-policy

NEW QUESTION 109
- (Topic 1)

You need to recommend a solution to configuration the Microsoft 365 Records management settings by using the CSV file must meet the compliance

requirements.
What should you recommend?

A. From the Microsoft 365 compliance center, import the CSV file to a file plan.

B. Use EdmUploadAgent.exe to upload a hash of the CSV to a datastore.

C. Use a PowerShell command that pipes the import csv cmdlet to the New- RetentionPolicy cmdlet.
D. Use a PowerShell command that pipes the import-csv cmdlet to the New-Label cmdlet.

Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/file-plan-manager?view=0365-worldwide#import-retention-labels-into-your-file-plan

NEW QUESTION 112
HOTSPOT - (Topic 1)

You create a data loss prevention (DLP) policy that meets the following requirements:
? Prevents guest users from accessing a sensitive document shared during a Microsoft Teams chat
? Prevents guest users from accessing a sensitive document stored in a Microsoft

Teams channel

Which location should you select for each requirement? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
Prevents guest users from accessing a sensitive

document shared during a Microsoft Teams chat:

Prevents guest users from accessing a sensitive

document stored in a Microsoft Teams channel:

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Prevents guest users from accessing a sensitive

document shared during a Microsoft Teams chat:

Prevents qguest users from accessing a sensitive
document stored in a Microsoft Teams channel:

The Leader of IT Certification

Exchange email

OneDrive accounts

SharePoint sites

Teams chat and channel messages

Exchange email

OneDrive accounts

SharePoint sites

Teams chat and channel messages

| OneDrive accounts :

“SharePoint sites
Teams chat and channel messages

Exchange email
OneDrive accounts

Teams chat and channel messages
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NEW QUESTION 113

HOTSPOT - (Topic 1)

You have a Microsoft 365 E5 subscription.

You are evaluating Data Protection Baseline compliance by using Compliance Manager. You need to identify improvement actions that meet the following
requirements:

* Provide data loss prevention (DLP) policy recommendations.

* Provide Data Protection Baseline recommendations.

Which filter should you use for each requirement? To answer, select the appropriate options in the answer area.

Answer Area

DLP policy recommendations I Solutions H
Categories
Regulations

| Testing Source

Data Protection Baseline recommendations: | Regulations
Categories
Requlations
Solutions
Testing Source

&l

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Answer Area
DLP policy recommendations: | Solutions H
Categories i
Regulations

| Testing Source

Data Protection Baseline recommendations: | Requlations ‘\I‘Jl
Categories
Regulations

Solutions
Testing Source

NEW QUESTION 114

- (Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You recently discovered that the developers at your company emailed Azure Storage keys in plain text to third parties.

You need to ensure that when Azure Storage keys are emailed, the emails are encrypted. Solution: You create a data loss prevention (DLP) policy that has all

locations selected. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 115

DRAG DROP - (Topic 1)

You need to recommend a solution that meets the sales requirements.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
Actions Arnmwer Arca

_._._ - - .. - - e -

| Create an autor-tabeting potcy for serstnaty labeks

| classfcaton.

L.
Irmummln by that contains an DR
ld-u-ﬂﬂl:.adnn.

: Create 8 Senatree o type thal contams @ Gooument
| Firvegesrpaenmi.

|
e et e

e —
Lipload sampie contract documents Io a seod contont
| Tolder in SharePoont Olans

00
OO

The Leader of IT Certification visit - https://www.certleader.com



CertLeader.m 100% Valid and Newest Version SC-400 Questions & Answers shared by Certleader

Leader of IT Corificaions. https://www.certleader.com/SC-400-dumps.html (154 Q&ASs)

A. Mastered
B. Not Mastered

Answer: A

Explanation:

o I N B e O g T it ] | S Sl S gt 8 | =g e

|nm-u..mu=ﬂmru | fi
R —— — 1 Lipload sample oontract docirmisnts 10 6 Seedd Ccontem

—— ——— 1! | tolder in Shareiomnt Cnline
1

r‘-::::::::::_.T__'_..:__:.'.:______.

| Create a sensiinee info type that contmms aleywornds | = = o o o = - o - = - oo - - - oo - - -
f_las:.lllcd'lm

| Creale b sensitive info type that contains anef. . o |
| classificanion.

i —— = T R —— R = = f 0 —

|
Cl eilE & Senalibee m{l’.l Ty lhq:ll. COREaNS & Hﬂ‘l "-“’-"ﬂt | &
i !imlﬂpllnl i |1 Creane an auto-labeling policy for sensimaby bl I

'I.Ipinm samphe contract documents [ & seegd contont ! @

| folder in SharePomnt Online. | @ @

NEW QUESTION 118

- (Topic 1)

You have a Microsoft 365 subscription.

You need to be notified by email whenever an administrator starts an eDiscovery search. What should you do from the Microsoft Purview compliance portal?

A. From eDiscovery, create an eDiscovery case.
B. From Policies, create an alert policy.

C. From Records management, create event type.
D. From Content search, create a new search.

Answer: B

NEW QUESTION 119

- (Topic 1)

You have a Microsoft 365 ES subscription.

You need to create a Microsoft Defender for Cloud Apps policy that will detect data loss prevention (DLP) violations.
What should you create?

A. an activity policy
B. a session policy
C. a Cloud Discovery
D. a file policy

Answer: D

NEW QUESTION 124

- (Topic 1)

You have a Microsoft 365 tenant.

You discover that email does NOT use Microsoft Office 365 Message Encryption (OME). You need to ensure that OME can be applied to email.
What should you do first?

A. Enable Microsoft Defender for Office 365.

B. Activate Azure Information Protection.

C. Activate Azure Rights Management (Azure RMS).
D. Create an Azure key vault.

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/set-up-new-message-encryption-capabilities?view=0365-worldwide

NEW QUESTION 128

- (Topic 1)

You are creating a custom trainable classifier to identify organizational product codes referenced in Microsoft 365 content.
You identify 300 files to use as seed content. Where should you store the seed content?

A. a Microsoft SharePoint Online folder

B. a Microsoft OneDrive for Business folder
C. an Azure file share

D. Microsoft Exchange Online shared mailbox

Answer: A
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with ?view=0365-worldwide
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NEW QUESTION 129
DRAG DROP - (Topic 1)

You need to create a trainable classifier that can be used as a condition in an auto-apply retention label policy.
Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.
Acticns

Retrain the trainsies chaied

Create a bevew of use (Toll) polcy

Cizate the tramabile chaisiliey

lisd thie | damtiabido i toind

Pubdich the trainabie claoo her

A. Mastered
B. Not Mastered

Answer: A

Explanation:

1Pubich o pasnahie Clacn e

NEW QUESTION 133
HOTSPOT - (Topic 1)

You plan to implement Microsoft 365 Endpoint data loss prevention (Endpoint DLP).

Andwer Arca

®
©

Eesh thwe Ermsruble clvufaer

0,
®

You need to identify which end user activities can be audited on the endpoints, and which activities can be restricted on the endpoints.

What should you identify for each activity? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Print a protected document:

Create a document in a
monitored location:

Copy a protected document
to USB removable media:

A. Mastered
B. Not Mastered

Answer: A

Explanation:

The Leader of IT Certification

v

Can be audited only

Can be restricted only

Can be audited and restricted
v

Can be audited only

Can be restricted only

Can be audited and restricted
v

Can be audited only
Can be restricted only
Can be audited and restricted
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Print a protected document: v

Can be audited only
Can be restricted only

1 Can be audited and restricted

Create a document in a
monitored location: v

"""""""""" 1
: Can be audited only

e S e A e Vs

Can be restricted only
Can be audited and restricted

Copy a protected document
to USB removable media: v

Can be audited only

I
______________ ]

NEW QUESTION 137

- (Topic 1)

You have a Microsoft 365 tenant that contains a Microsoft SharePoint Online site named Sitel.
You have the users shown in the following table.

Name Group/role
User1 Site1 member group
User2 Site1 member group
User3 Site1 owner group
User4 Sharepoint administrator role

You create a data loss prevention (DLP) policy for Sitel that detects credit card number

information. You configure the policy to use the following protection action:

? When content matches the policy conditions, show policy tips to users and send them an email notification.
You use the default notification settings.

To Sitel, Userl uploads a file that contains a credit card number. Which users receive an email notification?

A. Used and User2 only

B. Used and User4 only

C. Used, User2, User3, and User4
D. Used only

E. Used and User3 only

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/get-started-with-the-default-dlp-policy ?view=0365-worldwide

NEW QUESTION 139

HOTSPOT - (Topic 1)

You have a Microsoft 365 E5 subscription.

You need to deploy a compliance solution that meets the following requirements:

* Prevents users from performing data transfers that breach local regulations

» Minimizes effort to respond to requests for a user's personal data

What should you use in the Microsoft Purview compliance portal? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Arswer Area

To prevent users from performing data transfers that breach local regulations | nformation barmers -H
Commurcation compliance S

Insider sk management
Privacy nsk managemaent

To minimize &fort to respond to réquests for & user's personal data I Subsect nghis regues 'I.ll
Data loss prevention (DLP) L
eDiscovery
Records managemeant
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A. Mastered
B. Not Mastered

Answer: A
Explanation:
Arswer Area
To prevent users from performing data transfers that breach local regulations l nformation barrsers ‘T.],
_I_'E-h':_l'l'l_.ll'l_-.‘-_‘-_'lI_TIEII E'I.’“JI'II.'I:" St
Information bamers

nsider risk ."':.'-|."I."|-:}|:"|"I_'—I'|'.

Privac W M5k -'|'.1I'I..:'_'|'."r"'|l_"r1'.

To minimize effort to respond to requests for a user's personal data 1 Subject nghts reguest "J‘I
Data loss prevention (DLP) o
elhiscoveny
Records managemant

f Subject nghts request

NEW QUESTION 143

- (Topic 1)

You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint Online site nhamed Sitel. Sitel contains a file named Filel.
You have a retention policy named Retention! that has the following settings:

« Retain items for a specific period

0 Retention period: 5 years o At the end of the retention period: Delete items automatically Retentionl is applied to Site.

You need to ensure that Filel is deleted automatically after seven years. The solution must NOT affect the retention of other files on Sitel.
What should you do first?

A. Move Filel to a new folder and list the excluded locations for Retention1.

B. Create a new retention policy.

C. Create and publish a new retention label

D. Move Filel to a new folder and configure the access control list (ACL) entries for Filel.

Answer: C

NEW QUESTION 147

- (Topic 1)

You have a Microsoft SharePoint Online site named Sitel that contains a document library. The library contains more than 1,000 documents. Some of the
documents are job applicant resumes. All the documents are in the English language.

You plan to apply a sensitivity label automatically to any document identified as a resume. Only documents that contain work experience, education, and
accomplishments must be labeled automatically.

You need to identify and categorize the resumes. The solution must minimize administrative effort.

What should you include in the solution?

A. a trainable classifier

B. a keyword dictionary OC.

C. a function

D. an exact data match (EDM) classifier

Answer: A

NEW QUESTION 149

DRAG DROP - (Topic 1)

You have a Microsoft 365 tenant that uses data loss prevention (DLP). You have a custom employee information form named Template 1.docx.

You need to create a classification rule package based on the document fingerprint of Templatel.docx.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions Answer Area

Run the Sot-DipSenaitivelnformationTypo
cmdlet.

Create a vanable that contains the result of the
Now-DlpFingerprint cmdlet

Run the How-DlpSensitivelnformat ionType

cudlet @

Create a varable that contains the result of the
Got-Content ¢mdlet.

Create a vanable that contains the result of the
Got-ContontFilterPhrase codiet

A. Mastered
B. Not Mastered

Answer: A
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Explanation:
Actions Answer Area
_____ Bk T B amut b L ira ¥ o o | B R ¥ Y A S A E e P T Pt .
Run the Set-DipSensitivelnformationType | || Create a varable that contains the result of the :
cmdlet | | Get-Content cmdbet

Créeateé a variable that contains the esult afthe || 2 0 0 0 o o o o e e e e e e e e e =

Now-DlpFingerprint omdiet C::rfalrd variable that contains the result of the i
S : } Hew-DipFingerprint emdlet 1

| Run the Hew-DlpSoensitivelnformationTyps |

B s e i e e T - i e :
" emnad ket

o o B wmaa c=a e Run the Row-DlpSensitivelnformat LonType :
""""""""""""""" cmdlet

| Create a vanable that contains the result of the i R el e ettt |
1 tont cmdlet !

Create a vanable that contains the result of the
Goat-ContontFiltorP hrass cmnmdiet

NEW QUESTION 150

- (Topic 1)

You need to implement a solution that meets the compliance requirements for the Windows 10 computers.

Which two actions should you perform? Each correct answer presents part of the solution. NOTE: Each coned selection is worth one point.

A. Deploy a Microsoft 36S Endpoint data loss prevention (Endpoint DLP) configuration package to the computers.
B. Configure hybrid Azure AD join for all the computers.

C. Configure the Microsoft Intune device enrollment settings.

D. Configure a compliance policy in Microsoft Intune.

E. Enroll the computers in Microsoft Defender for Endpoint protection.

Answer: BE

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/endpoint-dlp-getting-started ?view=0365-worldwide

NEW QUESTION 153

- (Topic 1)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some

guestion sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You have a user named Userl. Several users have full access to the mailbox of Userl. Some email messages sent to Userl appear to have been read and
deleted before the

user viewed them.

When you search the audit log in the Microsoft Purview compliance portal to identify who signed in to the mailbox of Userl, the result are blank.

You need to ensure that you can view future sign-ins to the mailbox of Userl. Solution: You run the Set-MailboxFolderPermission -ldentity "Userl” -User
Userl@contoso.com -AccessRights Owner command.

Does that meet the goal?

A.Yes
B. NO

Answer: B

NEW QUESTION 157

- (Topic 1)

You have a Microsoft 365 subscription.

You have a user named Userl. Several users have full access to the mailbox of Userl. Some email messages sent to Userl appear to have been read and
deleted before the user viewed them.

When you search the audit log in the Microsoft Purview compliance portal to identify who signed in to the mailbox of Userl, the results are blank.

You need to ensure that you can view future sign-ins to the mailbox of Userl. YOU run the Set-AdminAuditLogConfig -AdminAuditLogEnabled $true
-AdminiAuditLogCmdlets "Mailbox* command.

Does that meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 159

- (Topic 1)

You have a data loss prevention (DLP) policy that applies to the Devices location. The policy protects documents that contain States passport numbers.
Users reports that they cannot upload documents to a travel management website because of the policy.

You need to ensure that the users can upload the documents to the travel management website. The solution must prevent the protected content from being
uploaded to other locations.

Which Microsoft 365 Endpoint data loss prevention (Endpoint DLP) setting should you configure?

A. Unallowed apps
B. File path exclusions
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C. Service domains
D. Unallowed browsers

Answer: C

Explanation:

You can control whether sensitive files protected by your policies can be uploaded to specific service domains from Microsoft Edge.

? If the list mode is set to Block, then user will not be able to upload sensitive items to those domains. When an upload action is blocked because an item matches
a DLP policy, DLP will either generate a warning or block the upload of the sensitive item.

? If the list mode is set to Allow, then users will be able to upload sensitive items only to those domains, and upload access to all other domains is not allowed.
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/endpoint-dlp-using ?view=0365-worldwide

NEW QUESTION 164

- (Topic 1)

You implement Microsoft 365 Endpoint data loss prevention (Endpoint DLP).

You have computers that run Windows 10 and have Microsoft 365 Apps installed. The computers are joined to Azure Active Directory (Azure AD).
You need to ensure that Endpoint DLP policies can protect content on the computers. Solution: You enroll the computers in Microsoft intune.
Does this meet the goal?

A.Yes
B. No

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/endpoint-dip-getting-started ?view=0365-worldwide

NEW QUESTION 166

- (Topic 1)

Each product group at your company must show a distinct product logo in encrypted emails instead of the
standard Microsoft Office 365 logo.

What should you do to create the branding templates?

A. Create a Transport rule.

B. Create an RMS template.

C. Run the Set-IRMConfiguration cmdlet.
D. Run the New-OMEConfiguration cmdlet.

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/add-your-organization-brand-to-encryptedmessages?view=0365-worldwide

NEW QUESTION 169

- (Topic 1)

You need to provide a user with the ability to view data loss prevention (DLP) alerts in the Microsoft 365 compliance center. The solution must use the principle of
least privilege.

Which role should you assign to the use?

A. Compliance data administrator
B. Security operator

C. Security reader

D. Compliance administrator

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/dlp-configure-view-alerts-policies ?view=0365-worldwide

NEW QUESTION 170

HOTSPOT - (Topic 1)

You have a Microsoft 365 tenant.

A retention hold is applied to all the mailboxes in Microsoft Exchange Online.

A user named Userl leaves your company, and the account of Userl is deleted from Azure Active Directory (Azure AD).
You need to create a new user named User2 and provide User2 with access to the mailbox of User1.

How should you complete the PowerShell command? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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SInactiveMailbox = Get-Mailbox -InactiveMailboxOnly -Identity <distinguished name>

v ¥ S5InactiveMailbox.DistinguishedName
Hew-Mailbox -InactiveMailbox
Hew-MailboxRestoreRegquest -LitigationHoldEnabled
Restore-Recoverableltems -RetentiondoldEnabled
Set-Mailbox -SourceMailbox

-Name User2 -DisplayName User2 -MicroscftOnlineServicesID useri@contoso.com
-Password (ConvertTo-SecureString -String 'RAFGFfhjjhgff5™"7' -AaPlainText -Force)
~-ResatPasawordOnNextLogon Strue

A. Mastered
B. Not Mastered
Answer: A

Explanation:
SInactiveMailbox = Get-Mailbox -InactiveMailboxOnly -Identity <distinguished name>
v W SInactiveMailbox.DistinguishedName

New-Mailbox —;ng;iygﬂg;ing!

[ New-MailboxRestoreRequeat || -LitigationHoldEnabled
Reatore-Recoverableltems -RetentionHoldEnabled
Set-Mailbox -SourceMailbox

=Name User2 -Displaylame User2 -MicroscftOnlineServicesID userifcontosoc.com
-Password (ConvertTo-SecureString =String 'RAFGFfhjjhgff5~"7' =-AaPlainText =-Force)
-ResetPasawordOnNextLogon Strue

NEW QUESTION 172
- (Topic 2)

You need to meet the technical requirements for the creation of the sensitivity labels. Which administrative users are currently missing the Sensitivity label

administrator role?

A. Adminl only

B. Admm1, Admin2, Admin4, and Admin5 only
C. Admin 1. Admin2, and Admin3 only

D. Admin 1 and Admin5 only

E. Admin 1 and Admin4 only

Answer: C

NEW QUESTION 177
- (Topic 2)
You are evaluating the technical requirements for the DLP reports. Which user can currently view the DLP reports?

A. Admin4
B. Adminl
C. Admin5
D. Admin2
E. Admin3

Answer: E

NEW QUESTION 181

HOTSPOT - (Topic 2)

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth is worth one point.

Answer Arca
Ltatements ¥ex No

It & user creates a file n Sited on January 1, 2021, users will be able to access the filkeon. O o
January 15, 2023
It a user deletes a file from Sited that was oeated on lanuary 1, 2027, an admimstratne o o
weier wnll be able to recover the Gile on Apeil 15, 2023,
IT & user deletes 4 fle lrom Sited that was oeated on lanuary 1, 2021, an adimmstratne o o
wser will be able to recover the file on Apnil 15, 2026

A. Mastered

B. Not Mastered
Answer: A

Explanation:
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